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Thank You to our Sponsors



Whatõs New In The Community



Mark Your CalendarsMN Office 365 Users Group

- June 12th ð12PM to 3PM CST

- https://mn365.org/

Commsverse(London)

- June 21st and 22nd

- https://www.commsverse.com/

MN Teams Users Group

- August 10th ð

- https://www.meetup.com/mnteams/

https://mn365.org/
https://www.meetup.com/mnteams/


Mark Your Calendars

3PIP Support Ends on July 31st, 2023.

https://techcommunity.microsoft.com/t5/microsoft-teams-blog/deadline-approaching-to-migrate-3pip-
phones-to-microsoft-teams/ba-p/3814072 



Teams + Compliance



Introduction



Create and manage sensitivity labels



Create and manage sensitivity labels

Sensitivity labels from the Microsoft Purview Information Protection 

let you classify  and protect  your organization's data, while making 

sure that user productivity and their ability to collaborate isn't 

hindered.



Label scopes

When you create a sensitivity 

label, you're asked to configure 

the label's scope which 

determines two things:

ÅWhich label settings you can 

configure for that label

ÅWhere the label will be visible 

to users



Sensitivity label settings for groups & sites (containers)

Sensitivity labels can be applied to item level (files and emails) or 

container level, such as Microsoft Teams sites, Microsoft 365 groups, 

and SharePoint sites.

ÅPrivacy (public or private) of teams sites and Microsoft 365 groups

ÅExternal user access

ÅExternal sharing from SharePoint sites

ÅAccess from unmanaged devices

ÅAuthentication contexts (in preview)

ÅDefault sharing link for a SharePoint site (PowerShell-only configuration)

Å In preview: Site sharing settings (PowerShell-only configuration)



Privacy and external user access settings

Configure the Privacy  and External users access settings.



Device external sharing and device access settings



Enable sensitivity labels for groups & sites

ÅOpen a Windows PowerShell  window on your computer.

ÅConnect to Azure AD with admin credentials.

Å  Import -Module AzureADPreviewConnect-AzureAD 

Å Fetch the current group settings for the Azure AD organization.

Å  $Setting = Get-AzureADDirectorySetting -Id (Get-AzureADDirectorySetting | 

where -Property DisplayName -Value "Group.Unified" -EQ).id 

Å  Enable the feature:

Å  $Setting["EnableMIPLabels"] = "True" 

Å Then save the changes and apply the settings:

Å  Set-AzureADDirectorySetting -Id $Setting.Id -DirectorySetting $Setting 



Create and publish sensitivity labels

The global admin can create and manage sensitivity labels from the 

Microsoft Purview compliance portal.


